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Frequently Asked Questions About Fetchmail

Support? Bug reports? Please read G3 for what information is required to get your problem solved as quickly as
possible.

Note that this FAQ is occasionally updated from the Git repository and speaks in the past tense ("since") about a
fetchmail release that is not yet available. Please try a release candidate for that version in case you need the ne
option.

If you have a question or answer you think ought to be added to this FAQ list, file it to one of the trackers at our
BerliOS project site or post to one of the fetchmail mailing lists (see below).
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General problems

G1. What is fetchmail and why should | bother?

Fetchmail is a one-stop solution to the remote mail retrieval problem for Unix machines, quite useful to anyone
with an intermittent or dynamic-IP connection to a remote mailserver, SLIP or PPP dialup, or leased line when
SMTP isn't desired. Fetchmail can collect mail using any variant of POP or IMAP and forwards to a the local
SMTP (via TCP socket) or LMTP (via TCP or Unix socket) listener or into an MDA program, enabling all the
normal forwarding/filtering/aliasing mechanisms that would apply to local mail or mail arriving via a full-time
TCP/IP connection.

Fetchmail is not a toy or a coder's learning exercise, but an industrial-strength tool capable of transparently
handling every retrieval demand from those of a simple single-user ISP connection up to mail retrieval and
rerouting for an entire client domain. Fetchmail is easy to configure, unobtrusive in operation, powerful,
feature-rich, and well documented.

Fetchmail is Open Source Software. The openness of the sources enables you to review and customize the code
and contribute your changes.

A former fetchmail maintainer once claimed that Open Source software were the strongest quality assurance, bu
the current maintainers do not believe that open source alone is a criterion for quality — the remotely exploitable
POP3 vulnerability (CVE-2005-2335) lingered undiscovered in fetchmail's code for years, which is a hint that ope
source code does not audit itself.

Fetchmail is licensed under the GNU General Public License v2. Details, including an exception that allows linkin
against OpenSSL, are in the COPYING file in the fetchmail distribution.

If you found this FAQ in the distribution, see the README for fetchmail's full feature list.

G2. Where do | find the latest FAQ and fetchmail sources?

The latest HTML FAQ is available alongside the latest fetchmail sources at the fetchmail home page:
http://www.fetchmail.info/. You can also usually find both in the POP _mail tools directory on iBiblio.

A text dump of this FAQ is included in the fetchmail distribution. Because it freezes at distribution release time, it
may not be completely current.

G3. Something does not work/l think I've found a bug. Will you fix
it?

The first thing you should to is to upgrade to the newest version of fetchmail, and then see if the problem
reproduces. So you'll probably save us both time if you upgrade and test with the latest version before sending in
bug report.

Bugs will be fixed, provided you include enough diagnostic information for me to go on. Send bugs to

fetchmail-users. When sending bugs or asking for help, please do not make up information except your
password and please report the following:
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1. Your operating system.

2. Your compiler version, if you built from source; otherwise, the name and origin of the RPM or other
binary package you installed.

3. The name and version of the SMTP listener or MDA you are forwarding to.

4. Any command-line options you used.

5. The output of env LC_ALL=C fetchmail -V called with whatever other command-Iline options you
used.

6. The output of env LC_ALL=C fetchmail --nodetach -vvv --nosyslog with whatever
other command-line options you use routinely.

It is very important that the transcript include your POP/IMAP server's greeting line, so | can identify it in
case of server problems. This transcript will not reveal your passwords, which are specially masked out
precisely so transcripts can be passed around.

If you have FTP access to your remote mail account, and you have any suspicion that the bug was triggered by a
particular message, please include a copy of the message that triggered the bug.

If your bug is something that used to work but stopped working when you upgraded, then you can help pin the bug
down by trying_intermediate versions of fetchmail until you identify the revision that broke your feature. The smart
way to do this is by binary search on the version sequence. First, try the version halfway between your last good
one and the current one. If it works, the failure was introduced in the upper half of the sequence; if it doesn't, the
failure was introduced in the lower half. Now bisect that half in the same way. In a very few tries, you should be
able to identify the exact adjacent pair of versions between which your bug was introduced. Please include session
transcripts (as described in the last bullet point above) of both the working and failing versions. Often, the source
of the problem can instantly identified by looking at the differences in protocol transactions.

It may helpful if you include your .fetchmailrc file, but not necessary unless your symptom seems to involve an
error in configuration parsing. If you do send in your .fetchmailrc, mask the passwords first! Otherwise, fetchmail
-V — as directed above — will usually suffice.

If fetchmail seems to run and fetch mail, but the headers look mangled (that is, headers are missing or blank lines
are inserted in the headers) then read the FAQ items in section X before submitting a bug report. Pay special
attention to the item on diagnosing mail mangling. There are lots of ways for other programs in the mail chain to
screw up that look like fetchmail's fault, but you may be able to fix these by tweaking your configuration.

If the bug involves a core dump or hang, a gdb stack trace is good to have. (Bear in mind that you can attach gdb to
a running but hung process by giving the process ID as a second argument.) You will need to reconfigure with:

CFLAGS=-g LDFLAGS=""./configure

Then rebuild in order to generate a version that can be traced with a debugger such as gdb, dbx or idb.

Best of all is a mail file which, when fetched, will reproduce the bug under the latest (current) version.

Any bug I can reproduce will usually get fixed quite quickly. Bugs | can't reproduce are a crapshoot. If the solution
isn't obvious when | first look, it may evade me for a long time (or to put it another way, fetchmail is well enough

tested that the easy bugs have long since been found). So if you want your bug fixed rapidly, it is not just sufficient
but necessary that you give me a way to easily reproduce it.
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G4. | have this idea for a neat feature. Will you add it?

If it's reasonable for fetchmail and cannot be solved with reasonable effort outside of fetchmail, perhaps.

You can do spam filtering better with procmail or maildrop on the server side and (if you're the server sysadmin)
sendmail.cf domain exclusions. If you really want fetchmail to do it from the client side, use a preconnect

command to call mailfilter.

You can do other policy things better with the mda option and script wrappers around fetchmail. If it's a
prime-time-vs.-non-prime-time issue, ask yourself whether a wrapper script called from crontab would do the job.

fetchmail's first job is transport though, and it should do this well. If a feature would cause fetchmail to deteriorate
in other respects, the feature will probably not be added.

For reasons fetchmail doesn't have other commonly-requested features (such as password encryption, or multipl
concurrent polls from the same instance of fetchmail) see ESR's design notes. Note that this document is partiall;
obsoleted by the updated design notes.

G5. | want to make fetchmail remove kept mail after some days.

The second-most-requested feature for fetchmail, after content-based filtering, is the ability to have it remove
messages from a maildrop after N days, typically to be used with the keep option. Several messaging programs
with graphical user interface support this feature.

This feature is not yet implemented. It may be at a future date, spare time of developers permitting.

For the time being, the contrib/ directory contains some unsupported tools that may help, namely mold-remover.
and delete-later.

G6. Is there a mailing list for exchanging tips?

There is a fetchmail-users list <fetchmail-users@lists.berlios.de> for bug reports and people who want to discuss
configuration issues of fetchmail. Please see G3 above for information you need to report. It's a Mailman list, see

http://lists.berlios.de/mailman/listinfo/fetchmail-users for info and subscription.

There is a fetchmail-devel list <fetchmail-devel@lists.berlios.de> for people who want to discuss fixes and
improvements in fetchmail and help co-develop it. It's a Mailman list, which you can sign up for at

http://lists.berlios.de/mailman/listinfo/fetchmail-devel.

There is also an announcements-only list, <fetchmail-announce @lists.berlios.de>, which you can sign up for at
http://lists.berlios.de/mailman/listinfo/fetchmail-announce.

G7. So, what's this | hear about a fetchmail paper?

Eric S. Raymond also considered fetchmail development a sociological experiment, an extended test to see if my
theory about the critical features of the Linux development model is correct.

He considers the experiment a success. He wrote a paper about it titled The Cathedral and the Bazaar which wa
first presented at Linux Kongress '97 in Bavaria and very well received there. It was also given at Atlanta Linux
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Expo, Linux Pro '97 in Warsaw, and the first Perl Conference, at UniForum '98, and was the basis of an invited
presentation at Usenix '98. The folks at Netscape told ESR it helped them decide to give away the source for

Netscape Communicator.

If you're reading a non-HTML dump of this FAQ, you can find the paper on the Web with a search for that title.

G8. What is the best server to use with fetchmail?

Fetchmail will work with any POP, IMAP, ETRN, or ODMR server that conforms to the relevant standards/RFCs
(and even some outright broken ones like Microsoft Exchange and Novell GroupWise). This doesn't mean it works
equally well with all, however. POP2 servers, and POP3 servers without UIDL, limit fetchmail's capabilities in
various ways described on the manual page.

Most modern Unixes (and effectively all Linux/*BSD systems) come with POP3 support preconfigured (but
beware of the horribly broken POP3 server mentioned in D2). An increasing minority also feature IMAP (you can
detect IMAP support by using the 'Probe for supported protocols' function in the fetchmailconf utility -
unfortunately it does not detect SSL-wrapped variants).

If you have the option, we recommend using or installing an IMAP4rev1 or UIDL-capable POP3 server.

A decent POP3/IMAP server that has recently become popular is Dovecot.
Avoid gmail, it's broken and unmaintained.
G9. What is the best mail program to use with fetchmail?

Fetchmail will work with all popular_mail transport programs. It also doesn't care which user agent you use, and
user agents are as a rule almost equally indifferent to how mail is delivered into your system mailbox. So any of the
popular Unix mail agents — elm, pine, mh,_or mutt — will work fine with fetchmail.

All this having been said, | can't resist putting in a discreet plug for mutt. Mutt's interface is only a little different
from that of its now-moribund ancestor elm, but its flexibility and excellent handling of MIME and PGP putitin a
class by itself. You won't need its built-in POP3 support, though.

G10. How can | avoid sending my password en clair?

Depending on what your mail server you are talking to, this ranges from trivial to impossible. It may even be next
to useless.

In general there is little point in trying to secure your fetchmail transaction unless you trust the security of the
server host you are retrieving mail from. Your vulnerability is more likely to be an insecure local network on the
server end (e.g. to somebody with a TCP/IP packet sniffer intercepting Ethernet traffic between the modem
concentrator or DSL POP you dial in to and the mailserver host).

Having realized this, you need to ask whether password encryption alone will really address your security

exposure. If you think you might be snooped between server and client, it's better to use end-to-end encryption such
as GnuPG (see below) on your whole mail stream so none of it can be read. One of the advantages of fetchmail
over conventional SMTP-push delivery is that you may be able to arrange encryption by using ssh(1); see K3.
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Note that ssh is not a complete privacy solution either, as your mail could have been snooped in transit to your P
server from wherever it originated. For best security, agree with your correspondents to use a togl such as GnuP!
(Gnu Privacy Guard) or PGP (Pretty Good Privacy).

If ssh/sshd isn't available, or you find it too complicated for you to set up, password encryption will at least keep &
malicious cracker from deleting your mail, and require him to either tap your connection continuously or crack rog
on the server in order to read it.

You can deduce what encryptions your mail server has available by looking at the server greeting line (and, for
IMAP, the response to a CAPABILITY query). Do a fetchmail -v to see these, or telnet direct to the server
port (110 for POP3, 143 for IMAP).

If your mailserver is using IMAP 2000, it'll have CRAM-MD5 support built in. Fetchmail autodetects this; you can
skip the rest of this section.

The POP3 facility you are most likely to have available is APOP. This is a POP3 feature supported by many
servers (fetchmailconf's autoprobe facility will detect it and tell you if you have it). If you see something in the
greeting line that looks like an angle-bracket-enclosed Internet address with a numeric left-hand part, that's an
APOP challenge (it will vary each time you log in). For some hosts, you need to register a secret on the host (usi
popauth(8) or some program like that). Specify the secret as your password in your .fetchmailrc; it will be used

to encrypt the current challenge, and the encrypted form will be sent back the the server for verification. Note tha
APORP is no longer considered secure since March 2007.

Alternatively, you may have Kerberos available. This may require you to set up some magic files in your home
directory on your client machine, but means you can omit specifying any password at all.

Fetchmail supports two different Kerberos schemes. One is a POP3 variant called KPOP; consult the
documentation of your mail server to see if you have it (one clue is the string "krb-1V" in the greeting line on port
110). The other is an IMAP and POP3 facility described by RFC1731 and RFC1734. You can tell if this one is
present by looking for AUTH=KERBEROS V4 in the CAPABILITY response.

If you are fetching mail from a CompuServe POP3 account, you can use their RPA authentication. See I1 for
details. If you are fetching mail from Microsoft Exchange using IMAP, you will be able to use NTLM.

Your POP3 server may have the RFC1938 OTP capability to use one-time passwords (if it doesn't, you can get
OTP patches for the 2.2 version of the Qualcomm popper_from Craig Metz). To check this, look for the string
"otp-" in the greeting line. If you see it, and your fetchmail was built with OPIE support compiled in (see the
distribution INSTALL file), fetchmail will detect it also. When using OTP, you will specify a password but it will
not be sent en clair.

You can get both POP3 and IMAP OTP patches from Craig Metz at http://www.inner.net/opie.
These patches use a SASL authentication method named "X-OTP" because there is not currently a standard way
do this; fetchmail also uses this method, so the two will interoperate happily. They better, because this is how Crz

gets his mail ;-)

Finally, you can use SSL for complete end-to-end encryption if you have an SSL-enabled mailserver.
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G11. Is any special configuration needed to use a dynamic IP
address?

Yes. In order to avoid giving indigestion to certain picky MTAs (notably exim), fetchmail always makes the

RCPT TO address it feeds the MTA a fully qualified one with a hostname part. Normally it does this by appending
@ and "localhost", but when you are using Kerberos or ETRN mode it will append @ and your machine's
fully-qualified domain name (FQDN).

Appending the FQDN can create problems when fetchmail is running in daemon mode and outlasts the dynamic IP
address assignment your client machine had when it started up.

Since the new IP address (looked up at RCPT TO interpretation time) doesn't match the original, the most benign
possible result is that your MTA thinks it's seeing a relaying attempt and refuses. More frequently, fetchmail will
try to connect to a nonexistent host address and time out. Worst case, you could up forwarding your mail to the
wrong machine!

Use the smtpaddress option to force the appended hosthname to one with a (fixed) IP address of 127.0.0.1 in
your /etc/hosts. (The name 'localhost’ will usually work; or you can use the IP address itself.)

Only one fetchmail option interacts directly with your IP address, 'interface’. This option can be used to set the
gateway device and restrict the IP address range fetchmail will use. Such a restriction is sometimes useful for
security reasons, especially on multihomed sites, See C3.

| recommend against trying to set up the interface option when initially developing your poll configuration —
it's never necessary to do this just to get a link working. Get the link working first, observe the actual address range
you see on connections, and add an interface option (if you need one) later.

You can't use ETRN if you have a dynamic IP address (your ISP changes your IP address occasionally, possibly
with every connect). You need to have your own registered domain and a definite IP address registered for that
domain. The server needs to be configured to accept mail for your domain but then queue it to forward to your
machine. ETRN just tells to server to flush its queue for your domain. Fetchmail doesn't actually get the mail in
that case.

You can use On-Demand Mail Relay (ODMR) with a dynamic IP address; that's what it was designed for, and it
provides capabilities very similar to ETRN. Unfortunately ODMR servers are still not yet widely deployed, as of
2006.

If you're using a dynamic-IP configuration, one other (non-fetchmail) problem you may run into with outgoing mail
is that some sites will bounce your email because the hostname you're giving them isn't real (and doesn't match
what they get doing a reverse DNS on your dynamically-assigned IP address). If this happens, you need to hack
your sendmail so it masquerades as your host. Setting

DMsmarthost.here
in your sendmail.cf will work, or you can set
MASQUERADE_AS(smarthost.here)

in the m4 configuration and do a reconfigure. (In both cases, replace smarthost.here with the actual name of
your mailhost.) See the sendmail FAQ for more details.
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G12. Is any special configuration needed to use firewalls?

No. You can use fetchmail with SOCKS, the standard tool for indirecting TCP/IP through a firewall. You can find
out about SOCKS, and download the SOCKS software including server and client code, at the SOCKS distributic
site.

The specific recipe for using fetchmail with a firewall is_at K1

G13. Is any special configuration needed to send mail?

A user asks: but how do we send mail out to the POP3 server? Do | need to implement another tool or will
fetchmail do this too?

Fetchmail only handles the receiving side. The sendmail or other preinstalled MTA on your client machine will
handle sending mail automatically; it will ship mail that is submitted while the connection is active, and put mail
that is submitted while the connection is inactive into the outgoing queue.

Normally, sendmail is also run periodically (every 15 minutes on most Linux systems) in a mode that tries to ship
all the mail in the outgoing queue. If you have set up something like pppd to automatically dial out when your
kernel is called to open a TCP/IP connection, this will ensure that the mail gets out.

G14. Is fetchmail Y2K-compliant?

Fetchmail is fully Y2K-compliant.

Fetchmail could theoretically have problems when the 32-bit time_t counters roll over in 2038, but | doubt it.
Timestamps aren't used for anything but log entry generation. Anyway, if you aren't running on a 64-bit machine
by then, you'll deserve to lose.

G15. Is there a way in fetchmail to support disconnected IMAP
mode?

No. Fetchmail is a mail transport agent, best understood as a protocol gateway between POP3/IMAP servers anc
SMTP. Disconnected operation requires an elaborate interactive client. It's a very different problem.

G16. How will fetchmail perform under heavy loads?

Fetchmail streams message bodies line-by-line; the most core it ever requires per message is enough memory tc
hold the RFC822 header, and that storage is freed when body processing begins. It is, accordingly, quite
economical in its use of memory. It will store the UID or UIDL data in core however, which can become
considerable if you are keeping lots of messages on the server.

After startup time, a fetchmail running in daemon mode stats its configuration file once per poll cycle to see
whether it has changed and should be rescanned. Other than that, a fetchmail in normal operation doesn't touch
disk at all; that job is left up to the MTA or MDA the fetchmail talks to.

Fetchmail's performance is usually bottlenecked by latency on the POP server or (less often) on the TCP/IP link t
the server. This is not a problem readily solved by tuning fetchmail, or even by buying more TCP/IP capacity

G12. Is any special configuration needed to use firewalls? 9
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(which tends to improve bandwidth but not necessarily latency).

10 G16. How will fetchmail perform under heavy loads?



Build-time problems

1l | | dies when buildi |

As of release 6.3.0, fetchmail's Makefile[.in] should work flawlessly with BSD's portable make used on FreeBSD.
With older releases, use GNU make (usually installed as gmake; otherwise try pkg_add -r gmake).

B2. Lex bombs out while building the fetchmail lexer.

fetchmail 6.3.0 and newer ship with the lexer and parser in .c formats, so you do not need to use lex unless you
hacked the .l or .y files.

fetchmail's lexer has been developed with GNU flex and uses some of its specialties, so the lexer cannot be
compiled with the lex tools shipped by some UNIX vendors (HP, SGI, Sun).

B3. I get link failures when | try to build fetchmail.

If you get errors resembling these:

mxget.o(.text+0x35): undefined referenceto '__res_search’
mxget.o(.text+0x99): undefined reference to '__dn_skipname'
mxget.o(.text+0x11c): undefined reference to '__dn_expand'
mxget.o(.text+0x187): undefined reference to ' __dn_expand'
make: *** [fetchmail] Error 1

then you must add "-Iresolv" to the LOADLIBS line in your Makefile once you have installed the 'bind' package.

If you get link errors involving dcgettext, like these:

rcfile_y.o: In function 'yyparse':

rcfile_y.o(.text+0x3aa): undefined reference to 'dcgettext__'
rcfile_y.o(.text+0x4f2): undefined reference to 'dcgettext_ '
rcfile_y.o(.text+0x5ee): undefined reference to 'dcgettext__'

rcfile_y.o: In function 'yyerror":

rcfile_y.o(.text+0xc7c): undefined reference to 'dcgettext_ '
rcfile_y.o(.text+0xcc8): undefined reference to 'dcgettext '
rcfile_y.o(.text+0xdf9): more undefined references to 'dcgettext__' follow

install an up to date version of GNU gettext, reconfigure and rebuild fetchmail. If that does not help, reconfigure
with '--disable-nls' added to the "./configure” command and rebuild.

B4. | get build failures in the intl directory.

Reconfigure with --disable-nls and recompile.

Build-time problems 11
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Fetchmail configuration file grammar questions

F1. Why does my old .fetchmailrc file no longer work?

If your file predates 6.3.0

The netsec option was discontinued and needs to be removed.

If your file predates 5.8.9

If you were using ETRN mode, change your smtphost option to a fetchdomains option.

If your file predates 5.8.3

The 'via localhost' special case for use with ssh tunnelling is gone. Use the %h feature of plugin instead.

If your file predates 5.6.8

In 5.6.8, the preauth keyword and option were changed back to auth. The preauth synonym will still be
supported through a few more point releases.

If your file predates 5.6.5

The imap-gss, imap-k4, and imap-login protocol types are gone. This is a result of a major re-factoring of

the authentication machinery; fetchmail can now use Kerberos V4 and GSSAPI not just with IMAP but with POP:
servers that have RFC1734 support for the AUTH command.

When trying to identify you to an IMAP or POP mailserver, fetchmail now first tries methods that don't require a
password (GSSAPI, KERBEROS_1V); then it looks for methods that mask your password (CRAM-MD5, X-OTP);
and only if it the server doesn't support any of those will it ship your password en clair.

Setting the preauth option to any value other than ‘password" will prevent from looking for a password in your
.netrc file or querying for it at startup time.

If your file predates 5.1.0

In 5.1.0, the auth keyword and option were changed to preauth.

If your file predates 4.5.5

If the dns option is on (the default), you may need to make sure that any hostname you specify (for mail hosts or
for an SMTP target) is a canonical fully-qualified hostname). In order to avoid DNS overhead and complications,

fetchmail no longer tries to derive the fetchmail client machine's canonical DNS name at startup.

If your file predates 4.0.6:

Just after the 'via' option was introduced, | realized that the interactions between the ‘via', 'aka’, and
'localdomains' options were out of control. Their behavior had become complex and confusing, so much so
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that | was no longer sure | understood it myself. Users were being unpleasantly surprised.

Rather than add more options or crock the code, | re-thought it. The redesign simplified the code and made the
options more orthogonal, but may have broken some complex multidrop configurations.

Any multidrop configurations that depended on the name just after the 'poll' or 'skip' keyword being still
interpreted as a DNS name for address-matching purposes, even in the presence of a 'via' option, will break.

It is theoretically possible that other unusual configurations (such as those using a non-FQDN poll name to

generate Kerberos IV tickets) might also break; the old behavior was sufficiently murky that we can't be sure. If
you think this has happened to you, contact the maintainer.

If your file predates 3.9.5:

The 'remote' keyword has been changed to 'folder'. If you try to use the old keyword, the parser will utter a
warning.

If your file predates 3.9:

It could be because you're using a .fetchmailrc that's written in the old popclient syntax without an explicit
‘username’ keyword leading the first user entry attached to a server entry.

This error can be triggered by having a user option such as 'keep' or ‘fetchall’ before the first explicit
username. For example, if you write

poll openmail protocol pop3
keep user "Hal DeVore" there is hdevore here

the 'keep' option will generate an entire user entry with the default username (the name of fetchmail's invoking
user).

The popclient compatibility syntax was removed in 4.0. It complicated the configuration file grammar and
confused users.

If your file predates 2.8:
The 'interface’, 'monitor' and 'batchlimit’ options changed after 2.8.

They used to be global options with 'set' syntax like the batchlimit and logfile options. Now they're per-server
options, like ‘protocol'.

If you had something like
set interface = "sl0/10.0.2.15"

in your .fetchmailrc file, simply delete that line and insert 'interface sl0/10.0.2.15' in the server options part of your
‘defaults’ declaration.

Do similarly for any 'monitor' or ‘batchlimit’ options.
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F2. The .fetchmailrc parser won't accept my all-numeric user name.

Either upgrade to a post-5.0.5 fetchmail or put string quotes around it. :-)

The configuration file parser in older fetchmail versions treated any all-numeric token as a number, which confuse
it when it was expecting a name. String quoting forces the token's class.

The lexical analyzer in 5.0.6 and beyond is smarter and assumes any token following "username" or "password"
a string.

F3. The .fetchmailrc parser won't accept my host or username
beginning with 'no’.

See_F2. You're caught in an unfortunate crack between the newer-style syntax for negated options (‘'no keep', 'nc
rewrite' etc.) and the older style run-on syntax (‘'nokeep', ‘'norewrite' etc.).

Upgrade to a 5.0.6 or later fetchmail, or put string quotes around your token.

F4. I'm getting a 'parse error' message | don't understand.

The most common cause of mysterious parse errors is putting a server option after a user option. Check the man
page; you'll probably find that by moving one or more options closer to the 'poll' keyword you can elimin